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Abstract: Introducing Isolated Operation for Public Safety in 5GS (5IOPS) to 5G System to provide a minimal level of service even in cases where the network infrastructure is not available.
1. Introduction
Current 5GS fails to satisfy the requirement to provide the continuous communication ability for the Public Safety users/officers when the 5G infrastructure cannot provide service under incident scenarios. It is necessary to introduce implementation and deployment guidelines of Isolated Operation for Public Safety in 5GS (5IOPS) into the 5G system, including system architecture and procedures for UEs joining and leaving the IOPS mode.
2. Discussion
Currently, worldwide national and Public Safety organisations use the 5G system to provide the capability of Public Safety users to communicate within mission-critical situations. 
One of the most vital communication capabilities between Public Safety users or officers is to maintain communication when the network infrastructure cannot provide service under incident scenarios. The support of Isolated E-UTRAN operations for Public Safety (IOPS) was introduced since Rel-13 in order to address the case of a backhaul failure or a nomadic EPS deployment, ensuring the ability of Public Safety users to communicate in time of crisis via an IOPS-capable eNB:
· Backhaul failure scenario: IOPS provides the ability to maintain a level of communications for public safety users, via one or a set of IOPS-capable RAN(s), following the loss of backhaul communications. In this case, the same IOPS-capable RAN node serves between the normal and IOPS modes. 
· Nomadic scenario: An EPS deployment of providing radio access, without backhaul communication, via standalone IOPS-capable RAN(s), providing local connectivity and services to public safety users in the absence of normal network infrastructure availability.
The IOPS mode provides the LTE network the ability to maintain continuous communication services for Public Safety users, including voice, data, unicast and groupcast communications. EPS supports the following IOPS features: 
· Implementation and deployment guidelines for the operation of Public Safety networks using Local EPC in the no Macro EPC backhaul scenario as specified in Annex K of TS 23.401[1], including system architecture and procedures for UEs joining and leaving the IOPS mode.
· Security guidelines for the operation of Public Safety networks using Local EPC in the no Macro EPC backhaul scenario, for the purpose of finishing the AKA procedures, as specified in Annex F of TS 33.401[2].
· Support the minimum MCPTT services, as specified in TS 23.180 [3];
The 5G system is expected to offer the same capabilities as legacy 3GPP systems, i.e. ‘In principle, the 5G system shall support all EPS capabilities’, as described in the clause 5.1.2.2 of 3GPP TS 22.261 [4]. In particular, the 5G system is expected to be able to provide a minimal level of service even in cases where the network infrastructure is not available for example in crises such as incidents, natural disasters, etc. 
Several new features are introduced in 5GS to improve continuous communication services, but none of them is capable to address the case of a backhaul failure or a nomadic 5GS deployment:
	5G new features
	Whether the current 5G features can be used to realise the purpose of IOPS or not
	Reasons

	MINT
	Cannot
	MINT aims to address special roaming during disaster conditions when the RAN node is unavailable, which is an ‘opposite’ scenario to the backhaul failure IOPS scenario (CN unavailable). 

	ProSe
	Cannot
	· ProSe discovery may rely on the CN, which is unreachable during backhaul failure or nomadic scenarios.
· The communication range over PC5 (NOTE: UE-to-UE relay still under study in R18) cannot give the same level of coverage area provided by one or more IOPS-capable RAN node(s). 
· In the backhaul failure scenario, it is not possible to connect to the CN via UE-to-Network Relay if both the Remote UE and the Relay UE both suffer from backhaul failure (i.e. belong to the same PLMN). It cannot be assumed a UE can always discover a ProSe UE-to-Network Relay UE belongs to a different PLMN when the backhaul failure happens.

	VMR
	Cannot
	· Similar to ProSe, VMR cannot give the same level of coverage area provided by one or more IOPS-capable RAN node(s). Currently the VMR cannot support Roaming (i.e. VMR and UE belong to different PLMNs). 
· VMR cannot work with the absence of normal network infrastructure availability.

	NPN
	Cannot
	The SNPN cannot fully address the IOPS scenarios as the it cannot support the CN switch between normal CN (or macro CN) and SNPN when backhaul failure happens. SNPN can be an alternative way to realise the nomadic IOPS scenario

	MEC
	Cannot
	MEC cannot work with the absence of backhaul connection and normal network infrastructure availability.

	ATSSS
	Cannot
	ATSSS cannot work with the absence of backhaul connection and normal network infrastructure availability.


Based on the analysis in the above table, the above requirement in TS 22.261 [4] is not satisfied currently as the 5G system is not capable to provide IOPS mode. 
To address the continued communication ability of Public Safety users in the scenarios of network backhaul failure or a nomadic network deployment, the operators only left the choice to deploy an EPS-based IOPS if there is no IOPS mode and corresponding functionalities in the 5G system. Besides, for the operators and consumers has existing 5G system deployment, the IOPS mode benefits the ability to mitigate the 5G infrastructure out-of-service under incident scenarios. For these reasons, it is necessary to introduce the implementation and deployment contents of Isolated Operation for Public Safety in 5GS (5IOPS) into the 5G system, including system architecture and procedures for UEs joining and leaving the IOPS mode.
3. Conclusion and proposal(s)
It is proposed that the features of Isolated Operation for Public Safety in 5GS (5IOPS) in S2-2205696 and S2-2205697 are agreed in SA2.
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